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Product Name X13DEG-OA 
Release Version 1.03.13 
Build Date 02/11/2025 
Previous Version 1.03.05 
Update Category Recommended 

Dependencies None 

Important Notes 

 SMC-2024010010 Command Injection attack 

 SMC-2024010011 XSS attack 

 (CVE-2023-33413) SMC-2024010012 Command Injection attack 

 The BMC configuration file generated in BMC firmware older 

than Rev. 01.02.xx can’t be imported.  

Enhancements None 

New features None 

Fixes 

1. [IPMI ECO 01.03.11] The Chassis Intrusion sensor showed a 

critical error. 

WEB — The "Reset Intrusion" function was not working 

normally. 

2. C: [IPv6][Redfish][SMCIPMITool] After setting the IPv6 of the 

DNS mode to auto, it will not obtain IP address.    



3. [Auto][Gold][Web_Function] Date and Time cannot be set 

correctly via PATCH method. 

4. JavaAP jarsigner with a newly issued certificate.   

 
  


