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Product Name X13DDW-A
Release Version 1.03.19
Build Date 05/08/2025

Previous Version 1.03.05
Update Category | Recommended

Dependencies None

SMC-2024010010 Command Injection attack.
SMC-2024010011 XSS attack.

(CVE-2023-33413) SMC-2024010012 Command Injection

Important Notes
attack.

The BMC configuration file generated in BMC firmware

older than Rev. 01.01.14 can’t be imported.

Enhancements None

1. [299-00-240516-001] Implementation of Power Control

New features
Buttons.

1. [SYS-621C-TN12R_MP_H1B10_Comp_3836] Unable to

Fi identify "Link Status" icon of GPU-NVDPU-BA3220-C under
ixes

BMC WebUI.

2. BMC Unit Reset breaks SNMP for Zabbix.




10.
11.

12.

13.

14.

15.

16.

17.
18.

[IPMI ECO 01.03.11] The Chassis Intrusion sensor showed a
critical error. [194350] WEB — The "Reset Intrusion"
function was not working normally.

[Redfish] Members@odata.count attribute should not be 0.
(SharedNetworkPort)

[Redfish] Response show 404 when getting URI
'/redfish/v1/Chassis/1/Sensors/AOC_PORT3Temp.’
[Auto][Gold][Web_Function] Date and Time could not be
set correctly via PATCH method.

JavaAP jarsigner with newly issued certificate.

Remote Control iKVM console: "The maximum number of
open sessions has been reached! Please close this iKVM
window" and Help page: "The maximum number of open
sessions has been reached!" messages did not match
exactly.

[ECO] Inlet Temp and M.2 threshold were incorrect.
WebGUI "Reset Instruction" button feature broken.
[Auto][Web_Function] The power icon status cannot be
updated to current power status after powered on/off.

GUI — Remote Control help page was inconsistent with Ul
spec.

Web function — After reloading IPMI Configuration File, the
SNIMPv2 settings were not preserved.

[MEL] — The Maintenance Event Log description about
updating AOC did not match spec.

Web Ul — Dashboard — Check RemoteControl Preview text
'HTML 5' had an extra space.

[IPv6] Changed IPv6 mode rule for BIOS display dynamic
IPv6 address issues.

The name of the item "Chassis Intru" did not match to SPEC.

The descriptions of [MEL-0184] did not match the spec/




19. [Security][External] OpenSSH security upgrade (CVE-2025-
26466).

20. [Auto][Web Function] Unit Reset button should be enabled
during system lockdown.

21. IPMI ECO] Redfish automation has two fails.

22. Improvement with TC2028.




